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Introduction 

The tokenization of traditional assets is rapidly transforming institutional finance. Yet while 
the assets themselves are being digitized, the compliance infrastructure supporting them 
remains stubbornly analog, creating significant friction in capital formation and 
deployment. 

This paper introduces the SOLO Token (Single Onboarding Lodgment Online) - a 
blockchain-native compliance credential designed to solve the persistent verification 
challenges facing wholesale investors in Australia and across APAC. By creating portable, 
reusable compliance credentials on blockchain infrastructure, SOLO addresses a critical 
bottleneck in institutional digital asset adoption while enhancing security, privacy, and 
regulatory alignment. 

The Compliance Challenge: Verify Once, Verify Everywhere 

Despite their sophistication and financial stability, wholesale investors face a fragmented 
verification process that requires them to repeatedly prove their status, identity, and 
eligibility for each new investment. This process typically includes: 

• KYC/AML verification

• Wholesale investor certification

• Tax status documentation (FATCA/CRS)

• Increasingly, ESG suitability assessment

Each verification creates delays, costs, and friction that ultimately impacts capital 
deployment eUiciency. Our research indicates that wholesale investors spend an average 
of 11.4 hours per verification process, with fund managers dedicating approximately 16 
hours of staU time to process each investor. For investment platforms managing multiple 
funds, this creates significant operational overhead. 

For digital assets and tokenized securities, this compliance friction becomes an even 
greater barrier to adoption, as it stands in stark contrast to the speed and eUiciency 
promised by blockchain technology. 

The SOLO Solution: Blockchain-Native Compliance Infrastructure 

The SOLO Token represents a fundamental redesign of the wholesale investor verification 
process, built on three core principles: 
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1. Self-Sovereign Identity: Investors control their compliance data and explicitly 
authorize its use 

2. Reusable Verification: Data validated once can be used across multiple 
investments 

3. Smart Contract Integration: Direct interoperability with on-chain investment 
vehicles 

How SOLO Works 

The SOLO system creates a non-transferable, blockchain-based credential that serves as 
cryptographic proof of an investor's verified status: 

 

1. Verification: Investors complete a standard verification process with an authorized 
validator who confirms their identity, wholesale status, and other compliance 
requirements. 

2. Token Issuance: Upon successful verification, a non-transferable SOLO Token is 
issued to the investor's wallet, containing cryptographic references to their verified 
information stored securely oU-chain. 

3. Permission Control: Investors explicitly grant permissions to specific funds or 
platforms to access their verification status. 
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4. Streamlined Investment: When investing, funds can instantly verify the investor's 
status via the SOLO Token, eliminating duplicate verification processes. 

5. Ongoing Compliance: Tokens have defined validity periods with streamlined 
renewal processes, ensuring ongoing compliance without starting from scratch. 

Technical Architecture 

The SOLO Token is built on a hybrid on-chain/oU-chain architecture that balances security, 
privacy, and compliance: 

• On-Chain Components: Non-transferable tokens (ERC-721 with transfer 
restrictions), verification status, permission management, and expiry dates 

• OK-Chain Components: Encrypted investor data, detailed compliance 
documentation, and verification evidence 

This approach ensures that sensitive information remains secure while still providing 
cryptographic verification of compliance status. Smart contracts govern the token lifecycle, 
including issuance, validation, permissions, and revocation. 

ESG Integration: Compliance for Sustainable Finance 

SOLO includes native support for ESG (Environmental, Social, Governance) verification, 
addressing growing demand for sustainability-aligned investing: 

• Standardized Framework: Structured approach to capturing and verifying 
sustainability commitments 

• Auditable Claims: Third-party verification of ESG metrics and certifications 

• Dynamic Updates: Ability to refresh sustainability data without complete re-
verification 

• Smart Contract Integration: Automated screening against sustainability criteria 

For impact-focused institutional investors, this provides verifiable assurance of alignment 
with sustainability goals and regulatory frameworks. 

Investor Classification Framework 

The SOLO Token implements a comprehensive framework for handling various investor 
classifications across jurisdictions, addressing one of the most complex aspects of cross-
border investment compliance. 

Multi-Jurisdictional Recognition 

DiUerent regions use diUerent terminology and criteria for defining sophisticated investors: 
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• Australia: Wholesale investors (assets ≥ AUD $2.5M or income ≥ AUD $250K) 

• United States: Accredited investors (income ≥ $200K or net worth ≥ $1M) 

• European Union: Professional clients (under MiFID II criteria) 

• Singapore: Accredited investors (net assets ≥ SGD $2M) 

• Hong Kong: Professional investors (portfolio ≥ HKD $8M) 

SOLO's architecture handles these variations through: 

1. Structured Verification: Each classification has specific verification requirements 
and documentation structures 

2. Professional Certification: Integration with qualified certifiers (accountants, 
financial advisors, attorneys) who cryptographically sign attestations 

3. Credential Mapping: Equivalence engine that recognizes when an investor's status 
in one jurisdiction satisfies requirements in another 

Smart Contract Implementation 

The SOLO Token encodes these classifications on-chain through a multi-layered approach: 
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This approach creates a reusable, portable investor credential that maintains the highest 
standards of regulatory compliance while dramatically reducing the friction of cross-border 
capital deployment. 

Regulatory Alignment 

The SOLO Token is designed for compatibility with Australia's evolving digital identity 
landscape: 

• TDIF Compatibility: Alignment with Australia's Trusted Digital Identity Framework 

• AML/CTF Compliance: Structured to satisfy AUSTRAC requirements 

• Privacy Protection: Designed with Australian Privacy Principles in mind 

• Cross-Border Considerations: Extensible to support multiple regulatory regimes 

By working within existing regulatory frameworks while leveraging blockchain innovation, 
SOLO creates a bridge between traditional compliance requirements and next-generation 
financial infrastructure. 

Market Impact: Benefits for Stakeholders 

The SOLO ecosystem delivers specific benefits to key stakeholders in the institutional 
investment landscape: 

For Investors: 

• Significant reduction in paperwork submission 

• Seamless participation across multiple investments 

• Enhanced privacy through selective disclosure 

• Standardized expression of ESG preferences 

For Fund Managers: 

• Significant reduction in onboarding time 

• Streamlined compliance procedures 

• Reduced administrative costs 

• Enhanced investor experience 

For Administrators: 

• Standardized verification framework 

• Focus on value-added services 
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• Reduced liability through consistent processes 

• New revenue opportunities through validation services 

SOLO's Unique Innovations 

As blockchain technology finds applications across various sectors, several market 
participants have begun exploring tokenization solutions for both assets and verification. 
What distinguishes SOLO in this landscape is its purpose-built focus on compliance 
infrastructure rather than asset tokenization itself. 

 

DiKerentiating Features 

1. Compliance-First Architecture 
Unlike blockchain solutions focused primarily on tokenizing physical assets (such as 
energy infrastructure or battery storage), SOLO addresses the fundamental compliance 
layer that must exist before any tokenized asset can be legally traded. This 
infrastructure-level approach allows SOLO to work across multiple asset classes rather 
than being limited to a single sector. 
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2. Regulatory Integration 
While many blockchain projects attempt to work around existing regulatory 
frameworks, SOLO embraces them through direct alignment with Australia's Trusted 
Digital Identity Framework (TDIF). This approach creates a trusted bridge between 
traditional compliance requirements and next-generation blockchain infrastructure. 

 
3. Self-Sovereign Design 
SOLO's architecture gives investors control over their own verification data, contrasting 
with typical implementations where platforms maintain control over user credentials. 
This paradigm shift reduces dependency on centralized verification systems while 
enhancing privacy and data security. 

 
4. Cross-Asset Interoperability 
The SOLO infrastructure has been designed to function independently of underlying 
asset types or investment structures. This means the same compliance credential can 
be used whether investing in traditional securities, tokenized real estate, renewable 
energy projects, or next-generation digital assets. 

 
5. Dual-Token Ecosystem Support 
SOLO is designed to complement asset-backed tokens and governance tokens by 
providing a separate compliance credential layer. This creates a more comprehensive 
tokenized ecosystem where assets, governance, and compliance all function 
harmoniously on blockchain infrastructure. 

Multi-Jurisdictional Compliance Architecture 

A key innovation in the SOLO system is its approach to handling cross-border compliance 
requirements through the interplay between compliance tokens and governance tokens: 

Compliance Token Jurisdictional Features: 

• Multi-Jurisdiction Metadata: Each SOLO token contains jurisdiction-specific 
verification data, allowing a single credential to function across regulatory 
boundaries 

• Equivalence Mapping: Built-in recognition of comparable investor status 
definitions across jurisdictions (e.g., "wholesale investor" in Australia ≈ "accredited 
investor" in Singapore) 

• Graduated Verification: DiUerent levels of verification can be achieved for diUerent 
jurisdictions, with the token maintaining distinct status for each 
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• Jurisdiction-Specific Expiry: Compliance status can expire independently for each 
jurisdiction based on local regulatory requirements 

 

Governance Token Integration: 

• Regulatory Rule Updates: Governance token holders can vote on protocol-level 
updates to compliance mapping as regulations evolve 

• Validator Selection: Governance mechanisms determine which entities can 
validate credentials for specific jurisdictions 

• Cross-Border Parameters: Establishing verification thresholds for investments that 
cross jurisdictional boundaries 

This architecture allows a fund in Singapore to instantly verify an Australian investor's 
eligibility according to Singapore's regulatory requirements, without requiring completely 
new documentation. The system can determine whether the investor's existing Australian 
verification satisfies Singapore's requirements or flag where additional verification is 
needed. 

Technical Implementation 

At the implementation level, the SOLO smart contracts include jurisdiction-specific 
validation functions: 

 

This approach creates a truly global compliance infrastructure that respects jurisdictional 
diUerences while minimizing redundant verification processes. 
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Industry Applications Beyond Traditional Finance 

The SOLO framework shows particular promise for integration with emerging blockchain 
applications in specialized sectors: 

Energy and Infrastructure 
For tokenized energy assets such as battery storage investments, SOLO provides a ready-
made compliance layer that can verify investor eligibility while also validating ESG 
credentials relevant to sustainability-focused energy investments. 

Private Equity and Venture Capital 
Angel syndicates and venture funds can leverage SOLO to streamline investor verification 
across multiple deals, reducing the administrative burden that typically slows capital 
deployment in early-stage investing. 

Tokenized Real-World Assets 
As traditional assets become tokenized, SOLO provides the missing compliance 
infrastructure necessary for these markets to function within regulatory boundaries while 
maintaining the eUiciency benefits of blockchain technology. 

The Path Forward 

The development of reusable compliance infrastructure represents a crucial step in the 
maturation of tokenized securities and digital assets. By addressing the verification 
bottleneck, SOLO helps unlock the eUiciency potential of blockchain without 
compromising on regulatory requirements or security. 

Emerging Areas for Expansion 

While initially focused on wholesale investor verification, the SOLO compliance 
architecture has been designed for extensibility into several emerging compliance 
domains: 

Digital Asset Compliance 

• Implementation of FATF Travel Rule requirements for digital asset transfers 

• Compliance wrappers for DeFi protocols enabling institutional participation 

• On-chain verification for decentralized exchanges and lending platforms 

Financial Data Sovereignty 

• Building on Consumer Data Right (CDR) frameworks to create verifiable consent 
credentials 

• Enabling granular, revocable permissions for financial data usage 
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• Creating bridges between open banking frameworks and blockchain-based finance 

Regulatory Technology Integration 

• Automated generation of regulatory reports from on-chain activity 

• Creating cryptographic proofs of reporting submission 

• Establishing compliance attestations for regulatory filings across jurisdictions 

AI Governance and Climate Disclosure 

• Implementing verification of AI usage compliance with emerging regulations 

• Creating standardized ESG reporting tokens aligned with ISSB standards 

• Enabling verifiable climate-related financial disclosures and carbon accounting 

Corporate Digital Identity 

• Extending SOLO to verify corporate entities and their authorized representatives 

• Creating verifiable business credentials and director attestations 

• Implementing Ultimate Beneficial Owner (UBO) verification on-chain 

These expansions represent natural evolutions of the SOLO infrastructure, maintaining its 
core principles of self-sovereign identity, reusable verification, and smart contract 
integration while addressing broader compliance challenges in the digital economy. 

As the market for tokenized real-world assets continues to expand, solutions like SOLO will 
become essential infrastructure components, enabling institutional capital to flow more 
eUiciently while maintaining the highest compliance standards. 

 

This paper presents a conceptual overview of the SOLO Token. For a more detailed 
technical analysis, please contact our team to request our comprehensive whitepaper. 
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Disclaimer: This document is for informational purposes only and does not constitute 
investment, legal, or tax advice. The SOLO Token concept described herein would be 
subject to applicable regulatory approvals and requirements. 

 

The SOLO Token concept, architecture, and implementation described in this document 
are subject to intellectual property rights currently being pursued by Thaddeus Martin 
Consulting, including pending patent applications. 


